**Informativa sul trattamento dei dati personali ai sensi dell’art. 13 del Regolamento Europeo 2016/679 del Parlamento europeo e del Consiglio del 27 aprile 2016 (Regolamento Generale sulla Protezione dei Dati)**

Spettabile Società,

il Regolamento Generale sulla Protezione dei Dati (di seguito, ***RGPD***) riconosce e disciplina il diritto alla protezione dei dati personali, nel rispetto dei Vostri diritti, delle Vostre libertà fondamentali e della Vostra dignità personale.

Nella presente informativa sono riportate le informazioni relative al trattamento dei dati effettuati da Secure Network, quale Titolare del trattamento dei dati, in relazione all’instaurazione ed all’esecuzione del Contratto con Voi in essere, quando utilizza informazioni che Vi riguardano e da Voi fornite, qualificate come “*dati personali*” dal RGPD.

**Titolarità del trattamento e Responsabile della protezione dei dati**

**Titolare del trattamento** è **Secure Network S.r.l.**, con sede legale in Piazza Armando Diaz n. 6, 20123, Milano, in persona del Presidente del C.d.A. e legale rappresentante *pro-tempore*, contattabile al seguente indirizzo PEC:securenetwork@legalmail.it.

**Responsabile della protezione dei dati** (c.d. *Data Protection Officer* o *D.P.O.*) ai sensi dell’art. 37 del RGPD, domiciliato per la funzione presso i medesimi Uffici e contattabile al seguente indirizzo e-mail: dpogruppo@bv-tech.it.

**Natura dei dati personali trattati, finalità e base giuridica del trattamento**

I Vostri dati personali (anagrafici e di contatto) vengono trattati dal Titolare per finalità connesse alle reciproche obbligazioni derivanti dal contratto quali, in particolare:

* adempimenti di obblighi di legge, contabili e fiscali;
* gestione ordini e fatture (amministrazione clienti/fornitori, amministrazione dei contratti, ordini, fatture);
* l’espletamento di tutte le pratiche previste dalle normative vigenti in materia di Salute e Sicurezza sul Lavoro, Ambiente e protezione dei dati;
* l’eventuale gestione delle controversie giudiziali e stragiudiziali correlate al contratto (inadempimenti contrattuali, diffide, transazioni, recupero crediti, arbitrati, controversie giudiziarie);
* gestione specifica legata al contratto.

Il trattamento trova dunque il suo fondamento giuridico nel contratto e nella normativa ad esso correlata ed è necessario per l’espletamento di tutti gli adempimenti e le attività scaturenti dalla normativa di legge e contrattuale vigente.

**Base giuridica**:

* esecuzione di un contratto di cui l’interessato è parte ai sensi dell’art. 6 paragrafo I lettera b) del RGPD;
* adempimento agli obblighi di legge o regolamentari gravanti su Secure Network ai sensi dell’art. 6 paragrafo I lettera c) del RGPD;
* il trattamento è necessario per l’esecuzione di un compito di interesse pubblico o connesso all’esercizio di pubblici poteri di cui è investito il Titolare del trattamento ai sensi dell’art. 6 paragrafo I lettera e) del RGPD;
* il trattamento è necessario per motivi di interesse pubblico ai sensi dell’art. 9 paragrafo II lettera g) del RGPD;

**Modalità di trattamento**

I dati personali che Vi riguardano saranno trattati in conformità con quanto previsto e disciplinato dal RGPD mediante strumenti manuali, informatici e telematici, con logiche strettamente correlate alle finalità già esplicitate, in modo lecito e secondo correttezza nonché nel rispetto del principio di minimizzazione, raccolti esclusivamente per gli scopi indicati in questa informativa o previsti dalla legge, da regolamenti o dalla normativa comunitaria o, ancora, per gli scopi od il raggiungimento di finalità necessarie e indispensabili nell’esecuzione dell’attività svolta e/o richiesta.

I dati da Voi rilasciati a Secure Network verranno trattati esclusivamente dal personale autorizzato ed istruito dal Titolare, e saranno conservati in luogo idoneo ed appropriato, tutelandone la riservatezza, nel rispetto del segreto aziendale.

Potranno inoltre essere trattati da imprese esterne, previamente nominate quali “*responsabili esterni*” ai sensi dell’art. 28 del RGPD, alle quali è affidato il compito di svolgere specifiche operazioni necessarie per garantire i servizi di Secure Network, nei limiti strettamente pertinenti alle finalità di cui sopra.

Inoltre, i Vostri dati personali potranno essere forniti agli enti pubblici che, in base alla normativa vigente, ne facciano richiesta, conseguentemente i Vostri dati personali raccolti ed elaborati potranno essere comunicati, a seconda delle varie finalità, a:

* Enti pubblici (INPS, INAIL, Ispettorato territoriale del lavoro, Uffici fiscali);
* Studi medici in adempimento degli obblighi in materia di igiene e sicurezza del lavoro;
* Società di assicurazioni e Istituti di credito;
* Avvocati e Studi Legali;
* Liberi professionisti;
* Revisori e Società di revisione;
* Organizzazioni imprenditoriali cui aderisce Secure Network;
* Agenzie di viaggio utilizzate per l’organizzazione delle trasferte aziendali.

Si informa che non esiste presso Secure Network alcun processo decisionale automatizzato, compresa la profilazione.

I Vostri dati in ogni caso non potranno essere oggetto di diffusione né verranno trasferiti in Paesi Terzi o a organizzazioni internazionali.

**Conferimento dei dati**

Il conferimento dei dati personali è pertanto obbligatorio per l’instaurazione e la gestione del rapporto contrattuale. Conseguentemente l’eventuale mancato conferimento (anche parziale) dei dati potrebbe comportare per Secure Network l’impossibilità di adempiere agli obblighi di legge e derivanti dal contratto.

I Vostri dati personali non verranno utilizzati per finalità diverse ed ulteriori rispetto a quelle descritte nella presente informativa.

Il trattamento dei Vostri dati personali per le finalità esposte ha luogo con modalità sia automatizzate, tramite supporti digitali, informatici e telematici, sia non automatizzate, con supporti cartacei, nel rispetto delle regole di riservatezza e di sicurezza previste dalla legge, dai regolamenti conseguenti e da disposizioni interne.

**Tempo di** **conservazione dei dati**

I Vostri dati verranno conservati per il tempo non superiore a quello strettamente necessario a perseguire le finalità per le quali gli stessi sono stati raccolti, per tutta la durata del contratto ed anche successivamente, nei limiti e nei tempi necessari per l’espletamento degli obblighi di legge e di contratto.

**I Vostri diritti**

In ogni momento potranno essere esercitati i diritti, secondo le modalità e le condizioni ivi indicate, previsti dagli articoli 15 (**Diritto di accesso dell’interessato**), 16 (**Diritto di rettifica**), 17 (**Diritto alla cancellazione ovvero diritto all’oblio**), 18 (**Diritto di limitazione di trattamento),** 20 (**Diritto alla portabilità dei dati**).

Per far valere i propri diritti, gli interessati potranno inviare una richiesta a Secure Network, Titolare del trattamento, oppure contattando il Responsabile della Protezione dei Dati personali, presso BV TECH S.p.A., ai contatti sopra indicati.

Gli interessati che ritengono che il trattamento dei dati personali a loro riferiti effettuato da Secure Network avvenga in violazione di quanto previsto dal RGPD hanno il diritto di proporre reclamo al Garante per la protezione dei dati personali, come previsto dall'art. 77 del RGPD stesso, o di adire le opportune sedi giudiziarie (art. 79 del RGPD).